
MANAGED
ANTIVIRUS

Why It MaƩers:
Managed AnƟvirus can help your system proacƟvely stay ahead of all 
malware threats, both known and emerging. It also protects against 
new viruses by using sophisƟcated exploratory checks and behavioral 
scans of your system.

• AnƟvirus: Real-Ɵme ProtecƟon from new and emerging viruses, spyware, and more as well as   
 ProacƟve  DetecƟon of unknown malware and rollback of harmful acƟvity.
• AnƟ-Spyware:  Our cloud-based AnƟvirus gathers data from millions of parƟcipaƟng users’     
 systems around the world… to help defend you from the very latest spyware and malware      
 aƩacks.

• AnƟ-Phishing: The latest anƟ-phishing engine helps to prevent you disclosing sensiƟve        • AnƟ-Phishing: The latest anƟ-phishing engine helps to prevent you disclosing sensiƟve        
 informaƟon to phishing websites that can try to use your confidenƟal data to steal your idenƟty 
 and your money.
• AnƟ-rootkit: The ability to detect acƟve rootkits on a system and to scan hidden files and      
 processes is an important element of anƟvirus protecƟon. 
• Security OpƟmized for Performance: All of our security technologies have been designed to    • Security OpƟmized for Performance: All of our security technologies have been designed to    
 work behind  the scenes’ – and combine efficiency and protecƟon – so your devices can perform 
 as they were designed to.
• Signature-based & Rule-based behavioral scans: Scan your systems using the most up-to-date   
 virus definiƟons to help defend against the latest malware threats.
• ProacƟve noƟficaƟons: Receive updates and noƟficaƟons in near real-Ɵme, as well as in-depth  
 reports  across your endpoints.
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The front line of cybersecurity defense. In an era of the 
ever-evolving security landscape, small-and medium-sized 
businesses (SMB’s) face large challenges when it comes to 
defending their networks, data and reputaƟon.
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BLOCK ALL VIRUSES, 
BOTH OLD AND NEW
ProtecƟng your system against viruses is like dealing   
with a moving target. Once an anƟvirus program    
knows how  to block known malware, suddenly a new,  
unknown threat appears to potenƟally infect your   
workstaƟons and servers.

BLOCK ALL MALWARE, BOTH KNOWN AND EMERGING
• Signature-based scanning – Extensive, signaturebased threat     
 detecƟon works to block all known threats.
• HeurisƟc checks – Protect against previously unknown threats   
 using heurisƟc  checks, which detect unrecognized viruses in     
 a sandbox environment away from a business’s core systems.
• Co• ConƟnuous, real-Ɵme monitoring – Ongoing scans of your system 
 help detect programs that perform behaviors and acƟons       
 commonly associated with malware exploits.
MINIMIZE RESOURCES NEEDED FOR THREAT PREVENTION
• Lightweight scans – By reducing the size of scans, system resources 
 can maintain high performance levels.
• Mo• More accurate scanning – Scans that are more precise will reduce 
 the number of false posiƟves.
• Scheduling opƟons – Schedule deep scans for oĭours so you   
 don’t disrupt employees during important producƟve hours.
CONTROL MORE OF YOUR VIRUS PROTECTION
• Default policies – Save Ɵme by using our default policies for     
 servers, desktops and  laptops.
• Cu• CustomizaƟon – Create your own policies by modifying factors   
 such as quaranƟne rules, exclusion seƫngs and definiƟon update 
 schedules.
• BeƩer control – Depending on your system needs, youcan pause 
 or cancel scans.
• Easy rollout – Deploy Managed AnƟvirus in bulk across sites,     
 servers and  workstaƟons.
• Endpoi• Endpoint branding – Set up your Managed AnƟvirus instance to   
 include your  company name, website and support details.

Managed AnƟvirus can help 
your system proacƟvely stay 
ahead of all malware threats, 
both known and emerging. 
Managed AnƟvirus not only 
keeps your network’s securi-
ty up-to-date with protecƟon 
aagainst the latest known 
threats by using tradiƟonal 
signature-based protecƟon, 
but it also protects against 
new viruses by using sophis-
Ɵcated exploratory checks 
and behavioral scans of your 
system.

Cybersecurity technology starts with anƟvirus soŌware. 
AnƟvirus, as its name implies, is designed to detect, 
block, and remove viruses and malware.


